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4 The FCC collects and uses state drivers’ 
licensing and certification information only on a 
temporary basis to verify that FCC headquarters 
contract drivers (i.e., chauffeur services) and FCC 
employees (authorized and/or required to use FCC 
owned or leased vehicles to perform their job 
duties) meet applicable state licensing and Federal 
operating requirements that authorize use of 
Federal government owned/leased vehicles, as 
required by 5 CFR Sections 930.109 and 930.110. 
This information is destroyed once each driver’s 
information is validated. 

the requesting agency’s decision on the 
matter. 

8. Labor Relations—To officials of 
labor organizations recognized under 5 
U.S.C. Chapter 71 upon receipt of a 
formal request and in accord with the 
conditions of 5 U.S.C. 7114 when 
relevant and necessary to their duties of 
exclusive representation concerning 
personnel policies, practices, and 
matters affecting conditions of 
employment. 

9. Breach Notification—To 
appropriate agencies, entities, and 
persons when: (a) The Commission 
suspects or has confirmed that there has 
been a breach of the system of records; 
(b) the Commission has determined that 
as a result of the suspected or confirmed 
breach there is a risk of harm to 
individuals, the Commission (including 
its information systems, programs, and 
operations), the Federal Government, or 
national security; and (c) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Commission’s 
efforts to respond to the suspected or 
confirmed breach or to prevent, 
minimize, or remedy such harm. 

10. Assistance to Federal Agencies 
and Entities—To another Federal agency 
or Federal entity, when the Commission 
determines that information from this 
system is reasonably necessary to assist 
the recipient agency or entity in: (a) 
Responding to a suspected or confirmed 
breach or (b) preventing, minimizing, or 
remedying the risk of harm to 
individuals, the recipient agency or 
entity (including its information 
systems, program, and operations), the 
Federal Government, or national 
security, resulting from a suspected or 
confirmed breach. 

REPORTING TO A CONSUMER REPORTING AGENCY: 

In addition to the routine uses listed 
above, the Commission may share 
information from this system of records 
with a consumer reporting agency 
regarding an individual who has not 
paid a valid and overdue debt owed to 
the Commission, following the 
procedures set out in the Debt 
Collection Act, 31 U.S.C. 3711(e). 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

The information in the MVMP system 
includes electronic data, records, and 
files that are stored in the FCC’s 
computer network databases; and paper 
documents, records, and files that are 
stored in file cabinets in the ASC office 
suite and in the EB office suite and field 
offices. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Information in the electronic MVMP 
databases and the paper documents and 
files can be retrieved by the driver’s 
name. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

The FCC maintains and disposes of 
these records in accordance with the 
requirements of General Records 
Schedule (GRS) 5.4 issued by the 
National Archives and Records 
Administration (NARA), under the 
following Disposition Authorities: 

Item 010: DAA–GRS–2016–0011– 
0001: Facility, space, vehicle, 
equipment, stock, and supply 
administrative and operational records; 

Item 030: DAA–GRS–2016–0011– 
0003: Vehicle and equipment ownership 
records and operation manual; 

Item 040: DAA–GRS–2016–0011– 
0004: Excess personal property, 
equipment, and vehicle records; 

Item 090: DAA–GRS–2016–0011– 
0011: Land vehicle and water vessel 
inspection, maintenance, and service 
records; 

Item 110: DAA–GRS–2016–0011– 
0014: Vehicle and heavy equipment 
operator records; 4 and 

Item 140: DAA–GRS–2016–0011– 
0017: Vehicle and vessel accident and 
incident records. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

The electronic records, files, and data 
are stored within FCC accreditation 
boundaries. Access to the electronic 
files is restricted to authorized ASC 
supervisors, employees, and contractors 
in the Office of Managing Director; the 
supervisors, employees, and contractors 
in EB and OGC; and the IT staff, 
contractors, and vendors who maintain 
the networks and services. Other FCC 
employees, contractors, vendors, and 
users may be granted access on a need- 
to-know basis. The records in the FCC’s 
computer network are protected by the 
FCC and third-party privacy safeguards, 
a comprehensive and dynamic set of IT 
safety and security protocols and 
features that are designed to meet all 
Federal IT privacy standards, including 
those required by the Federal 

Information Security Modernization Act 
of 2014 (FISMA), the Office of 
Management and Budget (OMB), and 
the National Institute of Standards and 
Technology (NIST). 

The paper documents are maintained 
in file cabinets that are located in the 
ASC, EB, OGC, and OMD office suites. 
Access to the file cabinets in these office 
suites is through a card-coded main 
door. The file cabinets are locked at the 
end of the day, or when not in use. 
Access to these files is restricted to 
authorized ASC, EB, OGC, and OMD 
supervisors, employees, and contractors. 

RECORD ACCESS PROCEDURES: 

Individuals wishing to request access 
to and/or amendment of records about 
them should follow the Notification 
Procedure below. 

CONTESTING RECORD PROCEDURES: 
Individuals wishing to request an 

amendment of records about them 
should follow the Notification 
Procedure below. 

NOTIFICATION PROCEDURES: 

Individuals wishing to determine 
whether this system of records contains 
information about them may do so by 
writing to Leslie F. Smith, Privacy 
Manager, Information Technology, 
Federal Communications Commission, 
445 12th Street SW, Washington, DC 
20554, or email Leslie.Smith@fcc.gov 
and following the procedures set forth 
in the FCC’s Privacy Act regulations 
regarding verification of identity and 
access to records, 47 CFR Part 0, 
Subpart E. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 
None. 

HISTORY: 

This is a new system of records. 
Federal Communications Commission. 
Marlene Dortch, 
Secretary. 
[FR Doc. 2020–10533 Filed 5–15–20; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL COMMUNICATIONS 
COMMISSION 

[FRS 16761] 

Federal Advisory Committee Act; 
Technological Advisory Council 

AGENCY: Federal Communications 
Commission. 
ACTION: Notice of public meeting. 

SUMMARY: In accordance with the 
Federal Advisory Committee Act, this 
notice advises interested persons that 
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the Federal Communications 
Commission’s (FCC) Technological 
Advisory Council will hold a meeting 
on Thursday June 4, 2020 via 
conference call and available to the 
public via the internet at http://
www.fcc.gov/live, from 10:00 a.m. to 3 
p.m. 

DATES: Thursday June 4, 2020. 

ADDRESSES: Federal Communications 
Commission, 445 12th Street SW, 
Washington, DC 20554. 

FOR FURTHER INFORMATION CONTACT: 
Michael Ha, Deputy Chief, Policy and 
Rules Division 202–418–2099; 
michael.ha@fcc.gov. 

SUPPLEMENTARY INFORMATION: At the 
June 4th meeting, the FCC 
Technological Advisory Council will 
hear presentations from its four working 
groups: 5G/IOT/V–RAN, Future of 
Unlicensed Operations, Artificial 
Intelligence, and 5G Radio Access 
Network Technology. Meetings are 
broadcast live with open captioning 
over the internet from the FCC Live web 
page at http://www.fcc.gov/live/. The 
public may submit written comments 
before the meeting to Michael Ha, the 
FCC’s Designated Federal Officer for 
Technological Advisory Council by 
email: michael.ha@fcc.gov or U.S. Postal 
Service Mail (Michael Ha, Federal 
Communications Commission, Room 7– 
A134, 445 12th Street SW, Washington, 
DC 20554). Open captioning will be 
provided for this event. Other 
reasonable accommodations for people 
with disabilities are available upon 
request. Requests for such 
accommodations should be submitted 
via email to fcc504@fcc.gov or by calling 
the Office of Engineering and 
Technology at 202–418–2470 (voice), 
(202) 418–1944 (fax). Such requests 
should include a detailed description of 
the accommodation needed. In addition, 
please include your contact information. 
Please allow at least five days advance 
notice; last minute requests will be 
accepted but may not be possible to fill. 

Federal Communications Commission. 

Ronald T. Repasi, 
Acting Chief, Office of Engineering and 
Technology. 
[FR Doc. 2020–10562 Filed 5–15–20; 8:45 am] 
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FEDERAL COMMUNICATIONS 
COMMISSION 

[OMB 3060–XXXX, FR No. 16767] 

Information Collection Being Reviewed 
by the Federal Communications 
Commission 

AGENCY: Federal Communications 
Commission. 
ACTION: Notice and request for 
comments. 

SUMMARY: As part of its continuing effort 
to reduce paperwork burdens, and as 
required by the Paperwork Reduction 
Act (PRA), the Federal Communications 
Commission (FCC or Commission) 
invites the general public and other 
Federal agencies to take this 
opportunity to comment on the 
following information collections. 
Comments are requested concerning: 
Whether the proposed collection of 
information is necessary for the proper 
performance of the functions of the 
Commission, including whether the 
information shall have practical utility; 
the accuracy of the Commission’s 
burden estimate; ways to enhance the 
quality, utility, and clarity of the 
information collected; ways to minimize 
the burden of the collection of 
information on the respondents, 
including the use of automated 
collection techniques or other forms of 
information technology; and ways to 
further reduce the information 
collection burden on small business 
concerns with fewer than 25 employees. 
The FCC may not conduct or sponsor a 
collection of information unless it 
displays a currently valid Office of 
Management and Budget (OMB) control 
number. No person shall be subject to 
any penalty for failing to comply with 
a collection of information subject to the 
PRA that does not display a valid OMB 
control number. 
DATES: Written comments should be 
submitted on or before July 17, 2020. If 
you anticipate that you will be 
submitting comments, but find it 
difficult to do so within the period of 
time allowed by this notice, you should 
advise the contacts below as soon as 
possible. 
ADDRESSES: Direct all PRA comments to 
Cathy Williams, FCC, via email PRA@
fcc.gov and to Cathy.Williams@fcc.gov. 
FOR FURTHER INFORMATION CONTACT: For 
additional information about the 
information collection, contact Cathy 
Williams at (202) 418–2918. 
SUPPLEMENTARY INFORMATION: As part of 
its continuing effort to reduce 
paperwork burdens, and as required by 
the PRA of 1995 (44 U.S.C. 3501–3520), 

the FCC invites the general public and 
other Federal agencies to take this 
opportunity to comment on the 
following information collections. 
Comments are requested concerning: 
whether the proposed collection of 
information is necessary for the proper 
performance of the functions of the 
Commission, including whether the 
information shall have practical utility; 
the accuracy of the Commission’s 
burden estimate; ways to enhance the 
quality, utility, and clarity of the 
information collected; ways to minimize 
the burden of the collection of 
information on the respondents, 
including the use of automated 
collection techniques or other forms of 
information technology; and ways to 
further reduce the information 
collection burden on small business 
concerns with fewer than 25 employees. 

OMB Control No.: 3060–XXXX. 
Title: 3.7 GHz Band Relocation 

Payment Clearinghouse; 3.7 GHz Band 
Relocation Coordinator; 3.7 GHz Band 
Space Station Operators. 

Form No.: N/A. 
Type of Review: New collection. 
Respondents: Business or other for- 

profit entities; not-for-profit institutions; 
State, Local or Tribal Government. 

Number of Respondents and 
Responses: 3,007 respondents and 9,362 
responses. 

Estimated Time per Response: 0.5 
hours—600 hours. 

Frequency of Response: 
Recordkeeping requirement; on 
occasion, weekly, monthly, quarterly, 
semi-annual, and annual reporting 
requirements; third party disclosure 
requirement. 

Obligation to Respond: Required to 
obtain or retain benefits. The statutory 
authority for this collection of 
information is contained in sections 1, 
2, 4(i), 4(j), 5(c), 201, 302, 303, 304, 
307(e), 309, and 316 of the 
Communications Act of 1934, as 
amended, 47 U.S.C. 151, 152, 154(i), 
154(j), 155(c), 201, 302, 303, 304, 307(e), 
309, and 316. 

Total Annual Burden: 77,754 hours. 
Annual Cost Burden: $10,705,353. 
Privacy Act Impact Assessment: No 

impact(s). 
Nature and Extent of Confidentiality: 

The information collected under this 
collection will be made publicly 
available. However, to the extent 
information submitted pursuant to this 
information collection is determined to 
be confidential, it will be protected by 
the Commission. If a respondent seeks 
to have information collected pursuant 
to this information collection withheld 
from public inspection, the respondent 
may request confidential treatment 
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